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FOREWORD

In this monograph, Ms. Elizabeth A. Stanley analyzes
developments in the Army Tactical Command and Control
System as a vehicle for assessing the U.S. Army's strategy
for exploiting information age technologies. Her analysis
will be of great value to those interested in several
dimensions of military modernization, in particular
whether we are amid a revolution in military affairs (RMA)
or something less profound. If it is an RMA, then how well
are we in the Army seizing the opportunities it presents?

Ms. Stanley takes the reader through the evolution of
the Army's efforts to harness the microchip to its command
and control system. While the account is interesting in its
own right, the lessons she derives from it have the greatest
value to us today as we consider the next chapter in the
Army's development.

Ms. Stanley sees Force XXI more as the latest phase in a
decades-long process than a new beginning. She points out,
for instance, that despite the Force XXI initiatives inspired
by former Army Chief of Staff Gordon R. Sullivan, which
seem to be coming to fruition, the Army has not altered its
core tasks nor displaced any of its combat platforms.
Changes largely have been marginal, revolving around the
leveraging of technologies into existing systems.

The deeper message here is that technological change,
evolutionary and revolutionary, does not just happen. It
requires the vision of leadership, corporate acceptance, and
managerial genius to guide it to effective implementation.
The strength of the Army is that it has become the world's
finest land force by openly discussing not only its vision for
the future, but also the processes by which it has gotten to
where it is today and where it intends to be tomorrow.
Therefore, | commend to you Ms. Stanley's paper precisely
because she has taken a somewhat cautionary view of the
path along which the Army is proceeding.



Ms. Stanley, a former Army captain and currently a
doctoral candidate in the Department of Government at
Harvard University, originally wrote this paper as part of a
grant provided by the National Science Foundation.
Subsequently, Women In International Security (WIIS)
conveyed their Best Paper of 1997 Award on Ms. Stanley at
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EVOLUTIONARY TECHNOLOGY
IN THE CURRENT REVOLUTION
IN MILITARY AFFAIRS:

THE ARMY TACTICAL COMMAND
AND CONTROL SYSTEM

I see . . . an integrated area control system that exploits the
advanced technology of communications, sensors, fire direction
and automatic data processing. . . . Enemy forces will be located,
tracked, and targeted almost instantaneously through use of
data links, computer assisted intelligence evaluation and
automated fire control. . . . With cooperative effort, no more than
ten years should separate us from the automated battlefield."

It's a grand blueprint for a revolutionary concept of land
warfare. Visionary. Dynamic. And it's almost here—only 20
years late. In 1969 then Chief of Staff of the Army General
William C. Westmoreland described this vision of an
automated battlefield at a meeting of the Association of the
United States Army. Thirty years and billions of dollars
later, the U.S. Army is still waiting for his dream to become
reality. The saga of the Army's efforts to automate tactical
command and control spans decades and serves as a
fascinating case study for a theoretical inquiry about
innovation in military organizations. Moreover, the Army
Tactical Command and Control System—or ATCCS, as this
automated system became known—can provide some useful
insights into the contemporary Revolution in Military
Affairs (RMA), whose status continues to be debated by
scholars and soldiers alike. I argue that although ATCCS
had the potential to be a revolutionary innovation, various
aspects of its development process and the Army's
procurement process have caused it to miss its mark.

ATCCS was designed to become the principal command
and control focus within a theater of military operations.
The plan envisioned respective control systems for the five
battlefield functional areas (BFAs)—maneuver, fire



support, air defense artillery, intelligence/electronic
warfare, and combat service support—and three primary
communications systems. Through the use of common
hardware and software, each BFA was to manage,
coordinate and process information internally. Force Level
Control was to provide the mechanism for the commander
and staff to coordinate horizontally among the BFAs at each
level, as well as for the BFASs to coordinate vertically among
echelons.

This paper is divided into seven sections. The first
section outlines the theoretical considerations for
innovation in military organizations, while the second
section explains the concept of the current RMA in greater
detail. The third section recounts the first three generations
in the family of automated command and control (C?)
systems which eventually became known as ATCCS. In the
fourth section, | argue that the development of this
intellectual vision culminated with the fourth generation, a
system called Sigma Star. The fifth section outlines the
development of ATCCS until the Gulf War. Some of the
ATCCS systems were deployed in DESERT STORM with
mixed results, as the sixth section will show. After the
performance in DESERT STORM, a heightened interest in
battlefield situational awareness catalyzed a top-down
Army reorganization effort, led by then-Chief of Staff of the
Army General Gordon Sullivan. The first half of the sixth
section describes Sullivan's vision of Force XXI and its
implications for ATCCS. Although Force XXI involved a
serious image overhaul of the Army's battlefield
digitization, the successor to ATCCS—called the Army
Battle Command System (ABCS)—added little value to the
previous Sigma Star paradigm. The Army tested ABCS in
March 1997 in a brigade-level Advanced Warfighting
Experiment at the National Training Center; the second
half of the sixth section describes some preliminary
results—from the perspective of several participants—of
this experiment. The final section analyzes ATCCS in light



of innovation theory and draws some implications for the
current RMA.

Theoretical Considerations.

Before deciding whether ATCCS is a component of the
current RMA, or even if it is a military innovation in
general, it is necessary to define these terms. In the
theoretical literature about military innovation, authors'
viewpoints diverge in two areas: the definition itself—what
Is military innovation?—and its underlying causal
forces—what causes military innovation? This section will
briefly review the relevant literature and offer working
definitions of “military innovation” and RMA; the major
hypotheses from this literature will then become the
standards against which ATCCS will be compared.

Most authors differentiate between types of innova-
tion—peacetime versus wartime, technological versus
doctrinal, evolutionary versus revolutionary. To simplify
the process, it makes sense to focus around Wilson's elegant
definition that “real innovations are those that alter core
tasks.” This definition is echoed by Rosen and Cote, who
focus somewhat more carefully on the parts of the
organization performing the tasks. According to Rosen, a
major military innovation is defined as:

a change in one of the primary combat arms of a service in the
way that it fights or alternatively, as the creation of a new
combatarm. ... A major innovation also involves achange in the
relation of that combat arm to other combat arms and a
downgrading or abandoning of older concepts of operations and
possibly of a formerly dominant weapon.®

Cote makes the same point by calling innovation a “major
change in the division of labor” among the combat arms. *
Both authors define a combat arm as a “functional division”
or “platform community” within a service, oriented around a
particular weapon system. Thus, these three definitions of



military innovation share a focus on doctrinal or organiza-
tional—rather than technological—change.

For a military innovation also to be labeled a “Revolution
in Military Affairs,” it must combine a new technology with
the doctrinal or operational change of the three definitions
above. Most authors agree that an RMA is only possible
through the synthesis of technological and doctrinal
innovations; Hayes and Gardiner both talk of a “marriage
between doctrine and technology.”® Krepinevich argues
that newly emerging technologies can make an RMA
possible, but technological innovation alone cannot spark
an RMA. “To realize their full potential, these technologies
typically must be incorporated within new processes and
executed by new organizational structures.”® In other
words, technology is a necessary but not a sufficient
condition for an RMA. Or as Cordesman points out, “He who
dies with the most toys simply dies, he does not win.
Technology will only be valuable to the extent it is
integrated into an effective overall force structure.””’

Libicki and Hazlett use the term “Military-Technical
Revolution” (MTR) to clarify this distinction: a military-
technical revolution is the impact of a new technology on
warfare, while an RMA encompasses the subsequent
transformation of operations and organization. ® Similarly,
Fitzsimmons and Van Tolz suggest that there are three
preconditions necessary for the full realization of an RMA:
technological development, doctrinal innovation, and
organizational adaptation.® Cooper's list is essentially the
same, except that he divides the concept into four
components: evolving military systems, emerging
technology, operational innovation, and organizational
adaptation.'® Thus—while authors disagree whether
doctrinal or technological innovation is causally
prior—there is consensus that both components are
necessary for an RMA. By differentiating an RMA from an
MTR, it places increasing importance on doctrinal and
operational innovation and less importance on the
technology. As Metz and Kievit note:



The basic premise of the RMA is clear: throughout history,
warfare usually developed in an evolutionary fashion, but
occasionally ideas and inventions combined to propel dramatic
and decisive change. This not only affected the application of
military force, but often altered the geopolitical balance in favor
of those who mastered the new form of warfare.™

In sum, for the purposes of this paper, a “military
innovation” is the doctrinal, operational, or organizational
innovation to which Rosen, Cote, and Wilson refer. A
“Military-Technical Revolution” describes cases where
technology is the predominant factor in innovation,
especially when technology is employed in an evolutionary
manner, without causing doctrinal or organizational
change. In thisway, my definition for MTR resembles Cote's
definition for “evolution.” Finally, a “Revolution in Military
Affairs” combines these first two concepts synergistically;
technological, doctrinal, and organizational innovation
must all be present for an RMA to occur.

With these definitions in mind, it is easy to understand
why many scholars argue that military organizations resist
iInnovation. As Rosen points out, large bureaucracies are not
only difficult to change, they are explicitly designed not to
change—*“the absence of innovation is the rule, the natural
state.”'? Posen agrees that military innovation is rare for
two reasons. First, the process of institutionalization gives
most members a stake in the ways things are currently
organized. Second, innovation will increase operational
uncertainty, the one thing that large organizations hope to
minimize.’®* Wilson argues that this resistance to
Innovation is even stronger in military organizations than
in other bureaucracies, because members have a strong
sense of mission and face greater penalties for operational
uncertainty. Thus he posits that military organizations will
accept—or at least not bitterly resist—“innovations that
facilitate performance of existing tasks in a way that is
consistent with existing managerial arrangements.” This
bias towards maintaining the existing task definitions can



lead the organization to adopt new technology without
understanding its significance.*

If military innovation is such a rare occurrence, what
causes it? The literature offers numerous explanations—
including external threat, civilian intervention, inter- and
intra-service rivalry, individuals and war or peace. The five
themes are separated here for the sake of clarity, but this
artificial division does not minimize the correlation among
them.

First, authors diverge on the importance of an external
threat as a cause of innovation. The biggest supporter of
external threat is perhaps Posen, who argues that when
threats rise, the military loses its operational autonomy as
civilians intervene to “repair” the organization. Increased
threat will increase civilian intervention, but “soldiers tend
to be more amenable to external prodding when threat of
war looms larger.” This is especially likely in “politically
isolated or geographically surrounded states” which are
more vulnerable.’® Another supporter is Cote, who asserts
that military innovation must occur during high threat and
a perception of low resource availability to balance against
the threat. In contrast, Rosen places very little importance
on external threat in innovation.

The second cause of innovation is civilian intervention.
Posen concludes that civilian intervention is most likely
during high external threat, after military defeat, or in
preparation for national expansionism. The literature is
divided into two types of civilian intervention. The first
relates to funding constraints—which Cote calls the
“domestic political economy of the defense budget.” Many
authors—including Fitzsimmons and Van Tolz, Cote, and
Posen—argue that shrinking budgets will cause civilians to
intervene and prioritize defense dollars. Alternatively, the
political leaders may cause the services to fight it out among
themselves. The second type of civilian intervention,
technology transfer, is more subtle. As Krepinevich argues,
the technologies that eventually cause military innovations



and RMAs are often originally developed outside of the
military and then “imported and exploited for their military
applications.”*® This is even more important with the
current RMA, because in the 1980s the main arena for
technological innovation shifted from the government to the
commercial sector.’

The third cause, inter- and intra-service rivalry, follows
directly from civilian intervention. Hayes argues that inter-
service rivalry stimulates innovation, especially in response
to Congressional control of the purse strings. *® In contrast,
Rosen focuses more on intra-service ideological struggles
over a “new theory of victory.” This ideological struggle
occurs within different leadership cliques of the same
service, as senior leaders try to advance their particular
intellectual and operational vision. *°

Rosen's concept of an ideological struggle relates to the
fourth cause of innovation: individuals. As Hayes points
out, “people, not organizational arrangements, make the
greatest difference to innovation.”?° Although many
authors agree that individuals are important in the
innovative process, their views diverge about which
individuals. Rosen asserts that innovation must come from
the top-down influence of senior military leaders, who
accept that the nature of conflict is undergoing fundamental
change. Then, Rosen argues, if “military leaders . . . attract
talented young officers with great potential for promotion to
a new way of war, and then . . . protect and promote them,
they [can] produce new, usable military capabilities.” *
Wilson seconds the importance of executive leaders in
explaining change. He cites a study which found that top
executives' beliefs were better predictors of change than any
structural features of the organization. However, because
“innovations are so heavily dependent on executive
interests and beliefs as to make the chance appearance of a
change-oriented personality enormously important,”
Wilson argues that it is extremely difficult to specify a
theory of innovation.?? Finally, Posen argues that military
mavericks can be important in assisting civilian inter-



vention by propagating interest in the technological
innovation.?®

Finally, the theories diverge on the issue of whether
innovation is more successful during war or peace. Rosen
supports peacetime as being more fruitful for military
innovation. He suggests that peacetime military innovation
occurs when respected senior military officers formulate a
“new theory of victory” with intellectual and organizational
components. Not only is this kind of ideological debate
difficult to conduct during war, but lack of precedent also
makes wartime innovation risky and infrequent. Rosen
argues that when military innovation is required during
war, it is because the nation is pursuing inappropriate
strategic goals or the military has misunderstood the
strategic goals.?* Fitzsimmons and Van Tolz agree that
militaries are driven to innovate during peacetime because
“it is the period of least risk if wrong choices are made.
Consequently, long periods without major wars have
generally resulted in the greatest changes.”?® In contrast,
Posen argues that technology tested through direct combat
experience—by a client state or better yet by a state
itself—can cause innovation. New technology that is not
employed in a war is less likely to serve as a catalyst for
doctrinal or organizational change. Wars can also increase
innovation if a military suffers defeat, because such failure
will alert civilians that something is broken and needs
fixing.%

Overall, Posen concludes that innovation comes from
outside the military through civilian intervention, espe-
cially during periods of high threat, after military defeat or
In preparation for national expansionism. Rosen asserts
that it comes from within the military through top-down
influence of senior military leaders. Cote argues that
military innovation is most likely during high threat and
accompanied by the perception of limited resources with
which to balance against the threat. In general, no one
theory of innovation has been proven dominant. The fact
that each author cites different cases in his work



demonstrates that innovation occurs, albeit rarely, but that
no single cause can be identified. Therefore, all of these
hypotheses will be kept in mind during the analysis of
ATCCS.

The Current RMA.

The notion of military revolutions grew from Soviet
writing of the 1970s and 1980s. Early studies talked of a
“military technical revolution,” but this quickly developed
into the more holistic, synergistic concept of an RMA.
Despite divergent views on military revolutions in general
as outlined above, analysts agree overall about the defining
characteristics and components of the current RMA. The
current RMA, which some analysts believe is already more
than 20 years old, developed as the result of precision
weaponry linked with knowledge.?’

The emerging RMA in mid- to high-intensity warfare is centered
around the fusion of sophisticated remote sensing systems with
extremely lethal, usually stand-off precision-strike weapons
and automation-assisted command, control and communi-
cations. . . . This fusion is expected to allow smaller military
forces to attain rapid, decisive results through synchronized,
near-simultaneous operations throughout the breadth and
depth of a theater of war.”®

Admiral William A. Owens, the former Vice Chairman of
the Joint Chiefs of Staff, asserts that the technological
innovations of the current RMA fall into three categories:
intelligence, surveillance and reconnaissance (ISR);
advanced C*l (command, control, communications,
computers and intelligence); and precision force weapons.
These three technologies together will form a “system of
systems.”® “Fusing and processing information—making
sense of the vast amounts of data that can be gathered—wiill
give U.S. forces what is called dominant battlespace
knowledge, a wide as%/mmetry between what Americans
and opponents know.”°



Scholars generally concur that the current RMA has four
defining characteristics. The first—precise, stand-off
conventional strikes—is the least radical of the capabilities
associated with the RMA. Mazarr calls this “disengage-
ment,” or the process of conducting military operations at a
significant distance from the enemy. As Mazarr theorizes,
disengagement has three larger implications. First,
disengaged combat will reduce U.S. force attrition and hold
casualty rates down. Second, it may create a hierarchy in
enemy targets, such that enemy weapons with the longest
ranges will be targeted first, because longer range weapons
will have the furthest reach against us. Finally, it will place
a premium on long-distance systems and will further “the
trend toward the decline in importance of heavy,
mechanized ground forces.”3!

The second characteristic of the current RMA is an
increasing interest in information dominance. Many
analysts within the military view information dominance as
an adjunct to conventional warfare or as a force multiplier.
Perhaps the most widely-quoted concept is Air Force
Colonel John Boyd's observation-orientation-decision-
action (OODA) loop, which refers to the C*I network. Using
the OODA loop offensively, a military can “enmesh [its]
adversary in a world of uncertainty, doubt, mistrust,
confusion, disorder, fear, panic, chaos. . . . and/or fold [him]
back inside himself so that he cannot cope with events/
efforts as they unfold.” The real objective is to complete the
friendly OODA cycle faster than the adversary can complete
his.*?> Fundamentally, this requires that a military
organization have a doctrine for handling and processing
information and empowering commanders with fused, real-
time knowledge about the battlefield.

Some analysts view information as more than simply a
tool for operational control and increasingly consider it a
strategic asset. This is a much broader view of information
dominance, reflecting Alvin and Heidi Toffler's view that
information is becoming the basis of economic strength. The
Tofflers describe history as progressing through a series of
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waves; each wave and its wars are based on the means by
which wealth is created. Thus, in their neo-Marxist view,
during the “First Wave” of human development, production
was primarily agricultural, so war sought to seize and hold
territory. During the “Second Wave,” industrial production
dominated, so war was a struggle of attrition in which
opponents sought to wear down each other's capacity to feed
and equip mass armies. Following this logic, “Third Wave”
warfare will seek to erode or destroy the enemy's means of
collecting, processing, storing, and disseminating informa-
tion.* There are some significant problems with their
simplistic argument, not the least that the Third Wave
seems still to be depending on Second Wave industrial-era
economics and wealth-creation processes. ** Despite factuall
inaccuracies and little attention in the scholarly literature,
the Tofflers' book has received tremendous attention from
within the government and is required reading in the
curricula of three service war colleges. *°

The third characteristic of the current RMA is “synergy,”
or “jointness” to use the more common term. In this context,
synergy is intimately related to information dominance.
Communication is essential for synergy to exist, which
requires that all American military services—as well as
those of our allies—have the ability to communicate on
integrated, inter-operable systems. Integrated C *I systems
are only the beginning of a broader integration between the
services' missions and roles. Mazarr posits that “over time,
the evolution of synergy within the military . . . might
overwhelm the current roles and missions debate. . . .
Synergy should not be perceived as rooting out all aspects of
redundancy, but rather making the various forces work
better together.”*

The final characteristic associated with the current
RMA is civilianization. This characteristic encompasses
two aspects: a reduction in the number of casualties and
collateral damage associated with military combat
operations,®” and a blurring of the distinction between
military and civilian endeavors. “Future warfare will be
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information warfare, and it is therefore built upon a
foundation of civilian technologies.”*® Simply stated,
warfare is the practice of focusing the state's power in a
particular direction to achieve strategic goals. Throughout
history, this has usually been accomplished by applying
armed formations to achieve the purposes of warfare.
Civilianization suggests that new technologies may require
a state to bring nonstandard actors into the conduct of
warfare. This in turn may change the definition of a
“warrior” or “warrior culture” so that those sitting behind
computer screens are making a more direct contribution in
future battles—perhaps even on par with those involved in
close combat.

In sum, the current RMA encompasses four princi-
ples—disengagement, information dominance, synergy,
and civilianization. As will be shown below, the Army has
begun to address some of these principles through the
ATCCS program.

TOS, TACFIRE and ARTADS: The First Three
Generations.

It has always been assumed that there are certain events the
commander cannot know about while they are taking place on
the battlefield. . . . This real-time information gap has been
filled by intuition, the hunch, seat-of-the-pants brilliance, the
courage to make critical decisions on the basis of incomplete
information—and luck. This has been as true in Vietnam as it
was that summer [of 1914] on the Marne. But as the Machine
Age has given way to the Computer Age, a quiet revolution has
been taking shape in the U.S. Army, one that promises to cut
through the confusion of battle in a fundamental way. It comes
under the rubric of ARTADS...and presages not only a
revolution in technology, but in methods of command, military
organization and human attitudes.*®

In this 1972 article, Ludvigsen was introducing
ARTADS—for Army Tactical Data Systems—a tactical
command and control system to automate fire support,
coordinate air defenses, ease friendly situational aware-
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ness, and standardize reporting. ARTADS comprised five
systems, at various stages of a fragmented development
cycle: the Tactical Operations System (TOS), the Tactical
Fire Direction System (TACFIRE), the air defense
command and control system (Missile Minder), the Army
Security Agency's Control and Analysis System (CAS), and
the combat service support system (CS ®).*° Established as a
cohesive program in April 1971, ARTADS was the Army's
third generation of automated C? systems.

The first generation was a program called Fieldata, a
comprehensive computer-communications program that
envisioned the coupling of on-line computers and
communications systems in worldwide networks. Initial
work on the Fieldata program and its MOBIDIC (Mobile
Digital Computer) family started a few years after the
conclusion of the Korean War. Despite rapid progress, the
Army canceled Fieldata during its 1962 reorganization
when Fieldata's funding was eliminated.** At about the
same time, in response to a request from the Pentagon, the
Command and General Staff College (CGSC) prepared a
comprehensive plan, called “Command Control Information
Systems 1970" (CCIS-70), to integrate automation into the
battlefield. The CCIS-70 examined five battlefield
functional areas—maneuver, intelligence, fire support, air
defense, and combat service support (personnel and
logistics)—as candidates for automation. In 1964, the Army
implemented CCIS-70 as the Automatic Data Systems
within the Army in the Field (ADSAF). This second
generation of automated C? systems envisioned developing
three systems: TACFIRE—for fire direction, TOS—for
maneuver and intelligence, and CS3—for combat service
support.*? This alignment continued in the third generation
(ARTADS), but in ARTADS the most important systems
became TOS, TACFIRE, and Missile Minder. Although
ARTADS is beyond the scope of this paper, some aspects of
TOS and TACFIRE development are important in light of
the later ATCCS systems.
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TOS, whose development started in the mid-1960s, was
originally conceived to standardize reporting upwards and
disseminate five-paragraph operations orders downwards.
Maneuver commanders had realized that the reporting
between levels of command was too slow. As the keystone
system in ARTADS, TOS was to be interoperable with
TACFIRE and Missile Minder. The initial effort was the
Seventh Army TOS in Europe. After little success, the Army
sought to apply TOS to a lower level of command and
therefore in 1975 brought 7A TOS to Fort Hood to become
the Division Tactical Operating System (DTOS, or TOS2). *
At this point, TOS2 and TACFIRE shared a common
hardware platform, but TOS2's software for intelligence
and maneuver functions did not perform to required
standards. Thus, in 1978, Congress canceled the $100
million program.*

In 1960, the Army started developing TACFIRE, to
automate the process of field artillery support to maneuver
forces. In 1967, the Army awarded its first Total Package
Procurement (TPP) contract to Litton Industries. This
contract covered development as well as all subsequent
production, in effect ruling out any future competition for
TACFIRE's production. The original TPP contract was very
ambitious, spanning a mere 69 months, with the first
systems to be delivered to the Army for testing after 22
months.*® Needless to say, this schedule proved too
ambitious and slipped tremendously. In his TACFIRE case
study, Salisbury offers three major causes for slippage.

First, the TPP contract had an incentive structure which
allowed the contractor to opt for improved system
performance at the expense of increased cost and a
stretched out time schedule—which the contractor did, as it
was in his profit interest to do so. Second, in 1971 when
TACFIRE shifted to the ARTADS program office at the
Electronics Command at Fort Monmouth, software
development remained under the Computer Systems
Command (CSC) at Ft. Belvoir. This effectively split the
program between two major commands, as CSC was not
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part of the Army Materiel Command. This division in
command was exacerbated by the physical distance
between software and hardware development.

Third, and most importantly, TACFIRE contract
management was supposed to be maintained through a
series of reviews; no intermediate deliverable items were
included prior to the actual system deliveries. Then, when
Litton finally delivered TACFIRE, government testing
organizations completed formal, methodical and intensive
tests based on the AMC's published Qualitative Material
Requirement (QMR) for TACFIRE. After the test period, the
Army returned TACFIRE to Litton to correct the Testing
and Evaluation Command's (TECOM) list of deficiencies.
This process of sending the system back and forth between
the contractor and the testing community caused serious
schedule delays and frustrated the field artillery commu-
nity, which had been expecting the system since 1960.

Finally, in August 1973—about the time when the
original contract had planned for full-scale production to be
completed—the Army sent out a formal message
designating the Field Artillery Center as “the using agency
for TACFIRE” and assigning it with the specific task of
reviewing all TECOM reports to “determine from the user
standpoint the minimum acceptable level of performance
required in each deficient area.”*® This decision was a
landmark for information systems development, because it
drew the real user into the development loop for the first
time.

Before this time, the prevailing method for designing
software was “waterfall development,” in which the
contractor collected all of the requirements, completed
systems design once and delivered a final product. Because
of waterfall development's ease for funding and design, it
was preferred—and arguably still is—by the develop-
mental/testing community, contractors and Congress. With
TACFIRE, waterfall development was replaced by “spiral
development,” in which the contractor collects some
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requirements; develops, tests and fields an interim product;
and uses information from this process to define
requirements further.

Spiral development—which Salisbury called “Find, Fix,
and Test"—"sought to collapse [the development-testing]
cycle into much shorter intervals, handling fewer problems
at a time, and, with the aid of the user and tester, providing
early feedback to the contractor as to the adequacy of his
solutions.”*’ Despite these innovations in TACFIRE's
development cycle, when it was finally fielded in 1980, the
testing community was still unsatisfied with the final
product, and the Government Accounting Office recom-
mended delaying full-scale production until more hardware
and software deficiencies had been corrected.

This short summary of TOS and TACFIRE illuminates
five characteristics which were to become a pattern in
subsequent Army automation development and acquisition.
First, as Wilson and Heitzke argue, ARTADS systems were
needed for two reasons: externally, a highly mobile enemy
with modern weapons increases the battle tempo and
necessitates a rapid reaction capability, and, internally, an
overwhelming supply of information cannot be evaluated
and processed manually in time for a commander to make
his decisions.®® Second, the Army set out to develop and
acquire systems for which a mature technological capability
did not yet exist. Thus, these grand visions—which were not
yet technologically feasible—were exacerbated by
optimistic testing and development schedules. Third, the
Army imposed a rule that the main contractors for
TACFIRE and TOS be mainframe manufacturers, which
points to a bias in early development towards hardware and
may have contributed to the software development and
hardware-software integration problems which plagued
both systems.*°

Fourth, this misunderstanding of the software develop-
ment process exacerbated the testing procedure. As
Salisbury noted,
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the testing system has still not matured in its understanding or
accommodation of software-based systems. A “perfect” software
system of any magnitude with zero deficiencies has yet to be
developed, either in the commercial world or in the military . . .
Management decisions must be based on enlightened quali-
tative judgments rather than a simple quantitative tally of
deficiencies.”

As a result, the testing process was more attenuated than it
needed to be, which created great tension between the
testing community and the practitioners in the field who
would use the system. While TECOM focused on having a
methodical, intensive, thorough, and cost-conscious
acquisition process to ensure that all stated requirements
were met, the field artillerymen were impatiently waiting to
train with TACFIRE. Salisbury argued that the solution to
the problem of developing highly complex systems was
Find, Fix, and Test, because this procedure drew end users
into the process and allowed for incremental improvements.

The significance of the designated user cannot be over-
emphasized. Here for the first time was a single focal point
within the Army empowered to speak with virtually final
authority on modifications to TACFIRE. . .. This new procedure
allowed the designated user to ask not “does the system do what
the QMR says it must,” but instead “is the performance of the
system adequate to fulfill the needs of the field artillery?”>"

I argue that these five characteristics—the need to develop
a rapid reaction capability to fight a mobile enemy, the
tendency to envision systems which were not yet
technologically feasible, the bias in early development
towards hardware, a misunderstanding of the software
development process, and the resulting tension between the
developmental/testing and user communities—were never
adequately addressed and appear again in the development
of later systems.
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Sigma Star: The Fourth Generation.

Facing a canceled TOS program in 1978, then Brigadier
General Emmett Paige and then Colonel Alan Salisbury,
newly assigned as TOS program manager, tried to salvage
the pieces of C? automation. Paige—who later retired as a
lieutenant general and recently served as the Assistant
Secretary of Defense for C3*l—and Salisbury recycled two
TOS micro-computer-based components—the Tactical
Commander's Terminal (TCT) and the Tactical
Commander's Station (TCS)—to create the Maneuver
Control System (MCS Sigma). As with TOS and TACFIRE,
MCS Sigma and the other Sigma Star systems faced a
continual tug-of-war between different Army com-
munities—the users and the testers—with different goals
and different incentives. On the one hand, the
developmental/testing communities—including contrac-
tors, systems engineers, TECOM and AMC—were
motivated by a disciplined, developmental approach, an
interest in thoroughly testing the systems, and a desire to
use resources wisely. On the other hand, the user
community—including software developers and the
practitioners in the field—wanted access to the new
technology now, before a slow development and testing cycle
and technological change rendered the systems obsolete.

A decade after ARTADS, the Army still sought a system
that could provide horizontal integration of information on
the battlefield across functional areas (BFAs). The Army
articulated the horizontal function as a “force level control
system” to provide an automated presence for each BFA at
each command level, from corps to brigade. The new concept
was called Sigma Star: “Sigma” to symbolize integration, as
sigma is the classical mathematical symbol for integration,
and “Star” to symbolize the five BFAs (maneuver,
intelligence, fire support, air defense, and service support).
Each point of the star would eventually have its own
command and control system; at that time, some version of
automated control already existed for each BFA except

18



combat service support. Salisbury noted that the original
briefing slides for Sigma Star resembled “Starship
Enterprise charts,” because they depicted stacked stars, one
for each level of command, within a three-dimensional
space.? Like TOS in ARTADS, MCS Sigma was supposed to
be the keystone to Sigma Star. Eventually the system's
designers understood that they needed to keep the
commander in the center of the system. As retired
Lieutenant General Robert Donohue noted, this slight shift
in the project's ideological underpinning became graph-
ically represented on briefing slides with a soldier depicted
in the middle of Sigma Star.>?

The organizational and operational vision behind Sigma
Star was especially prompted by doctrinal changes that
were developing at TRADOC. In July 1977, General Donn
Starry—a former V Corps commander in Frankfurt—
assumed command of TRADOC. Starry's command
experience—especially his concern about the Warsaw Pact's
second echelon and follow-on forces—extended TRADOC's
appreciation of its doctrinal tasks into wider and deeper
dimensions.

Given the situation of active defense against a major, armor-
heavy attack by the Warsaw Pact forces, Starry envisioned the
corps' response in terms of a structured Central Battle, which he
defined as that part of the battlefield where all elements of
firepower and maneuver come together to cause a decision.
...Starry's corps overview in the Central Battle, his command
goal to describe it analytically and his desire for a battlefield
technology plan set this goal in the mold of a major plan, to be
assembled by a systems approach.>

Intelligence indicated that the Warsaw Pact's second-
echelon and follow-on forces would “line up” in somewhat
predictable patterns, to exploit the first-echelon attack, and
Starry believed that these follow-on forces could be “target-
serviced” by corps.>® Therefore, Starry conceived of the
“critical tasks of the Central Battle” as target-serving, air
defense, suppression-counterfire, command-control-
communications-electronic warfare, and logistical support.
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These concepts—which imagined a deeper battlefield with a
requirement for near real-time C? synthesis capability—
were published as part of the Battlefield Development Plan
and distributed throughout the Army in November 1978. *°

In March 1981, Starry formally published the opera-
tional concept for AirLand Battle and an operational
concept for Corps 86. Romjue elegantly summarized the
message of these March 1981 concepts in a few points. (See
Figures 1 and 2.)

First, deep attack was not a luxury, but an absolute necessity
in order to win. Second, deep attack required tight
coordination with the decisive close-in or assault battle, and
with the rear battle so that the scarce means of attack would
not be wasted on attractive targets whose destruction actually
had little impact on the end result. . . . Third, the concept
required an alert mental grasp of the potentialities of the new
Army 86 equipment already in production and oncoming.
Commanders had to have the feel of its greater lethality and
range, the more responsive command and control created by its
automated systems, and exactly how the new sensor systems
opened up new means to find, identify, and target the enemy
deep and assess the results. . . . Deep attack was necessitated
by the nature of the Soviet operational maneuver. . . . the
oncoming second echelon had to be slowed, disrupted, broken
up, dispersed or destroyed in a deep battle. (emphasis added)*’

1986

CSWS (Corps Support Weapon System)
GLCM (Ground-Launched Cruise Missilel b

MLRS (Multiple Launch Rocket System)
Pershing N.

Copperhead
FASCAM PP

(Family of Scatterable Mines) ASAS (All Source Analysis

M1 L 2 t System (Corps/Division))
SHELIIA

RPV (Remotely Piloted Vehicle)

TACSAT (Tactical Satellite)
SOTAS
t (Stand-Off Target Aquisition System)

TACFIRE (Tactical Fire Direction)

Source: TRADOC Pam 525-5, Airland Battle and Corps Operations - 1986, March 25, 1981, p. 4.

Figure 1. A Substantial Step Toward Future
Capabilities.
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Source: TRADOC Pam 525-5, AirLand Battle and Corps Operations-1986, March 25, 1981, p. 6.

Figure 2. The Second Echelon Threat.

Above all else, AirLand Battle stressed the importance of
continuous planning to integrate fire support, electronic
warfare, deception and intelligence with maneuver. In
other words, Central Battle needed a command and control
system that would electronically link the five BFAs—just as
Sigma Star envisioned.

The Army 86 equipment would provide such capabilities
in the future, but there was a question whether existing
equipment could. Starry's doctrinal review occurred exactly
when many Army officers were reawakening after the
“hollow Army years” to a Soviet threat in Europe. At the
same time, the new technologies that had been promised
since General Westmoreland's speech in 1969 had not yet
seen the field. Starry's doctrinal modifications resonated
with most practitioners and articulated their overriding
concern: the smaller, professional Army of the late 1970s
could not successfully defend against the larger Soviet bloc
threat without new systems. As a result, the Army realized
that the materiel development and acquisition cycle would
have to run faster than before, “with accelerated fielding of
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new systems running concurrently with both improvement
programs and development of future systems. A total
systems approach had to prevail.”>®

Back at the MCS Sigma program office—and concurrent
to Starry's major doctrinal changes—Paige was attempting
anew approach to fielding technology in the system's design
and development phase. After Find, Fix, and Test's success
in TACFIRE development, Paige and Salisbury believed
that “evolutionary fielding”—spiral development—was the
answer. The Army would field a baseline system—with an
absolute minimum of new functions—to “real users” in
tactical units rather than surrogate users in Army schools,
as had previously been the practice. Then the real users,
with Salisbury's team alongside them, would recommend
iImprovements based on practical experience with the
system. In response, improvements would be made
systematically. To initiate this new scheme, in 1980 MCS
Sigma software development moved to the Combined Arms
Center Development Activity (CACDA) at Ft. Leavenworth,
effectively locating software development with the users. *°
Cushman hailed the MCS Sigma fielding as the “Army's
first success story in the use of evolutionary development.” ®©
The Armed Forces Communications-Electronics Associa-
tion (AFCEA) seconded Cushman's conclusion in a 1981-82
study which came out strongly in favor of evolutionary
development and an increase in real users' involvement in
the process.®*

The Army fielded the prototype MCS Sigma to VII Corps
in Europe, which eventually tested it in the 1980 and 1981
Reforger exercises.®? Dubbed the “Lunar Lander” by the
troops, the prototype MCS was the “size of a stove with the
memory of today's laptops” and could push data over tactical
communications links at a rate of 1.2 baud. But as retired
Colonel Michael Graves—the former operations officer of
the signal battalion which tested the system—noted, none
of his soldiers fully understood its capabilities, and so the
system was used to automate other existing tasks such as
serving as a “smart telephone.” Nonetheless, it was the first
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time a computer was used in a tactical operations center
(TOC), and the first time that data was sent over tactical
communications lines. “We didn't know it then, but it really
was the dawn of C*l,” Graves said.*

Salisbury, who attended the Reforger tests of MCS, said
the process was very productive, because it “got the system
in the hands of troops as soon as possible.”®* MCS message
traffic bettered older communications channels by hours
and provided “such a clear command and control advantage
as to distort the overall exercise.” ®® (The computer-equipped
team won.) Nevertheless, the testing community was
unsatisfied with the system's results in the exercises,
calling them “anecdotal evidence.” The testing community
wanted formal testing results, because Reforger did not
provide any “quantitative measurement of how efficient the
system is.”

An anecdote from Reforger 1981 is illustrative. Retired
General William E. Depuy, who was observing the exercise
as a consultant, was present at an after action review with
field commanders and representatives of the testing
community. After an objection from a tester looking for
guantitative results, Depuy turned to then-Major General
Fred MaHaffey, the 3rd Infantry Division commander who
had used MCS during the exercise. Depuy asked MaHaffey
how many counterattacks his division had successfully
launched during this Reforger with MCS. MaHaffey
answered 20. Depuy then asked MaHaffey how many
counterattacks his division could usually launch without
MCS. MaHaffey answered, “only seven to ten.” Depuy
nodded and said, “That sounds like a minimum of a two to
one improvement with MCS.” Turning to the tester, he
noted pointedly, “You want quantification, you got it.”
According to Salisbury, the Army made its decision to
produce MCS partly as a result of this conversation. ®°

Meanwhile, field commands throughout the Army were
busy with their own “front-end evolution.” Tired of waiting
for the Army Materiel Command (AMC) to eventually
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deliver the fancy systems they were promising—and
spurred on by Starry's doctrinal revisions and the renewed
focus on the Soviet threat—commanders started
purchasing off-the-shelf commercial gear and adapting it in
their own commands to their operational uses. Three
commands stand out as examples. First, the Communica-
tions Electronic Command (CECOM) sponsored the
division-level Distributed Command and Control System
(DCCS), which used off-the-shelf technology to create
databases of tactical information. DCCS was fielded to the
High Technology Test Bed 9th Infantry Division®—an
experimental light division developed to counter a possible
Middle East threat—which tested it in iterated field
exercises through 1985.° Second, the 18th Airborne Corps
created a Tactical Information Control System comprised of
20 Apple-11 workstations under the control of the corps
operations officer (G3). These computers automated corps-
level logistics, command and control, and even had links
into the worldwide ARPA net. Perhaps most importantly,
Forces Command used “training funds” to adapt the Apple
Il computer into a system called Microfix to aid division and
corps G2 sections. By the end of 1984, Microfix had been
assigned an Army stock number, its repair parts appeared
in the supply system, and a substantial number of them
were being used in field commands. ®°

This mushrooming of front-end initiatives led to the
formation of the Army C? Initiatives Program (TACIP) at
the Combined Arms Center (CAC) at Ft. Leavenworth.
TACIP established procedures for tracking field
commanders' initiatives, identifying and funding the most
promising projects and terminating those which lacked
promise. By placing TACIP under CAC—the nominal voice
of the practitioner community—the Army was sending a
message. Just as moving MCS software development to
CACDA located it with its users, creating TACIP under
CAC circumvented AMC's centralized acquisition bureauc-
racy and encouraged practitioners in the field to experiment
and innovate.
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In 1984, the Army Training and Doctrine Command
(TRADOC) and AMC wrote a joint pamphlet called “Non-
Development Item (NDI) Acquisition” to standardize an
Army-wide process for rapidly acquiring or adapting
commercial off-the-shelf equipment without a lengthy R&D
cycle. The preface to this pamphlet read in part:

Greater reliance on NDI types of acquisition is the wave of the
future. No longer can we continue to use the traditional heel-to-
toe development life cycle management approach to satisfy most
of our materiel requirements. It takes too long and time is
money. . . . Certain technologies are advancing so rapidly that
we can find ourselves fielding equipment several technological
generations behind what is currently available.”

With this pamphlet, the Army in effect was creating
doctrine for procedures that had already become adopted
throughout the organization. In the process, the Army also
consciously abandoned its 15-year-old project called the
Military Computer Family (MCF), a standard automation
platform for multiple tasks being developed by General
Electric, RCA, and Raytheon. This concept of NDI off-the-
shelf computer adaptation to meet battlefield needs caused
astir in the defense industry. As one contemporary observer
noted, “The onslaught of contractors trying to grab
contracts for their own particular NDI computers for
tactical use rivals the Oklahoma land rush.” "* Perhaps most
importantly, the advent of doctrinal NDI acquisition forced
the Army to abandon its goal of system interoperability.
Each contractor tailored its product to a different sub-set of
the automating Army community, with little regard for the
ability to communicate among them. As Cushman warned
in a critique of the Army's automation protocols that had
developed by 1985:

The protocol is detailed, binding and implacable. If it is not
right, you simply do not pass information digitally. . . .
Interestingly, when the different communities who purport to
represent the artillerymen . . . and the logisticians, and the
intelligence experts, and the air defenders . . . and the
commanders and the operations officers and all the rest began

25



to develop protocols for sharing information within their
various spheres, each community developed a different
protocol. Hard to believe, but true. . . . The fundamental
challenge of the technical community in modern times is to
arrange the protocols so that these communities who share the
conduct of theater warfare can communicate easily with one
another in a world of digital information flow.”

Hence a paradox: although Sigma Star intellectually
envisioned an integrated command and control system
which would allow the five BFAs to communicate, the
organization—because of the imperatives of organizational
politics—pursued a course of action antithetical to this goal.

In sum, MCS Sigma and Sigma Star embodied many of
the characteristics of earlier automated development
acquisitions. First, just as ARTADS was conceived to
provide rapid reaction capability to fight a mobile enemy,
Sigma Star was designed for a similar purpose. Its
developers hoped, in Clauswitzian terms, to minimize the
“fog of war”—or in the language of the current RMA, to
maximize the friendly OODA cycle. They also tailored the
system to counter the largest perceived threat, Warsaw
Pact armed forces streaming across the Fulda Gap. With
these two ideas, much of the intellectual innovation of later
Army automation plans—adapted from ARTADS—was
already incorporated in the Sigma Star concept.

Second, the evolutionary (“spiral”) development concept
used with MCS Sigma exacerbated an already-tense
relationship between the user and tester communities. As
with ARTADS, the testers were motivated by a disciplined,
developmental approach, an interest in thoroughly testing
the systems, and a desire to use resources wisely. In
contrast, the user community—reawakening to the Soviet
threat being articulated by General Starry at TRADOC—
wanted access to the new technology n